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Abstract of the contribution: This pCR proposes a solution for Key Issue #1 based on LDNS decision mechanism to discover Edge Application Server for Operator and 3rd party Scheduling schemes without additional impacts on UE application layer.

1 Introduction

pCRs （S2-2000594&S2-2000597）have been submitted in previous meetings with solutions to Edge Computing Key issue#1. This contribution merges the two schemes to one solution for two scenarios. This contribution proposes to add a chapter where all the scheduling schemes for Edge Computing are captured and described. 

2 Discussion

Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network. How to discover the EAS is a key point, yes which is KI#1 as edge computing study already.

Since there are operator and third-party services, in the process of research, we found that the discovery of EAS also has two different discovery mechanisms of Operator scheduling scheme and 3rd party scheduling scheme. This two scheduling schemes is of LDNS decision mechanism as shown in Figure1:

[image: image1.emf]UE

Central

UPF

Central

DNS

AS

E-UPF LDNS

Scheduler1

。

。

。

SchedulerN

Normal service

EAS

Operator Scheduling scheme

3

rd   

Party  Scheduling scheme


Figure 1 two scheduling schemes is of LDNS decision mechanism
Operator scheduling scheme: The key point of Operator scheduling scheme is that how to discover EAS depends totally on Operator, in other words ,how to discover EAS depends on 5G. FQDNs of the service must be some special ones configured in the LDNS. LDNS corresponding to the E-UPF is really DNS which response EAS IP address to UE when gets DNS query including FQDN of Operator scheduling scheme.

3rd party scheduling scheme: The key point of 3rd party scheduling scheme is that how to discover EAS depends on Operator and the 3rd party, In more detail, it is that the operator provides the auxiliary information and ultimately the third party decides which EAS to use. FQDNs of the service must not be operators scheduling scheme’. Anyway it’s different from Operators’.And the relationship of FQDN and EAS IP address is not configured in LDNS ,but in the 3rd party dispatcher.Here we take CDN service as an example. CDN service providers need more accurate location information, also maybe load balance for scheduling when deploys its edge nodes to the edge. LDNS is set up in the edge hosting environment and act as a proxy for CDN dispatcher. LDNS shall be assigned an IP address in the local IP address segment which contains position information for CDN dispatcher. CDN dispatcher decides which edge node would be the serving EAS according to the LDNS. So here LDNS is just a proxy and forwards the DNS query to CDN dispatcher when the matching results of  the FQDN of the DNS query from UE is not Operators’. CDN dispatcher responses the LDNS with the selected EAS IP address based on the IP address of the LDNS.

The same part of the two schemes is: UE initiates a DNS request to central UPF, based on services detection and location infos , SMF performs ULCL insert for the DNS request. Central UPF holds the DNS request until gets instruction from SMF .

The different part of the two schemes is: After UE initiates DNS request again to the LDNS, if the FQDN of requested application in the DNS query is matched, LDNS responses the UE with EAS IP Address; if not, LDNS forwards the DNS query to the 3rd party dispatcher.

In conclusion, the decision point of the two scenarios is LDNS distinguished by FQDN and at the same time two scheduling schemes are formed.

Editors notes:

Both scenarios solution belong to Session Breakout of Connectivity Models. 

The edge computing hosting environment has/hasn’t connectivity with the central data network.

3. Proposal

It is proposed to add the following solution of two scenarios for key issue 1based on LDNS scheme to TR 23.748.

* * * * Start of Change * * * *
6.X    Solution #X: IP address discovery based on LDNS decision mechanism for two scenarios 

6.X.1
Description

This solution addresses the key issue #1: discovery of edge application servers (EAS)  through LDNS mechanism without additional impacts on UE However, this solution is for two scenarios, one is the operator scheduling scenario, the other is 3rd party scheduling scenario. The procedure is same for the first steps. The difference occurs when the LDNS receives the DNS query from UE. LDNS will recognize different FQDN based on the pre-configuration, thus making different actions. If the FQDN in the DNS query is for the operator scheduling scenario ,LDNS can quickly return the EAS IP address to the UE; otherwise, LDNS can only send the DNS query to a proper 3rdparty  dispatcher according the second matching The 3rd party service dispatcher determines which EAS to serve the UE based on the IP address of the LDNS and returns the EAS IP address to the LDNS.

For Edge Application, LDNS is deployed in the edge hosting environment to better serve the service, and it has a one-to-one relationship with E-UPF. If it is an operator business, LDNS is a common DNS, but for a 3rd party business, LDNS is a proxy for a third party dispatcher. LDNS should be assigned an IP address in the local IP address segment.

The preconditions of this solution are as follows:

SMF require configured with ULCL/BP policy, the relationship between LDNS IP address and DNAI.Central-UPF requires configured with FQDN  together with the corresponding LDNS IP address corresponding to each EAS. 
LDNS are configured accordingly, the relationship between FQDN and EAS IP addresses, and the corresponding relationship between the FQDNs beyond operator scheduling range and the 3rd party dispatcher
6.X.2
Procedures

IP address discovery based on LDNS for two scheduling schemes can be described in the Figure 6.X.2-1.
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Figure 6.X.2-1: IP address discovery based on LDNS decision mechanism for two scheduling schemes 
The SMF is preconfigured with ULCL/BP strategy (also SMF can gets instruction from PCF) and the relationshio between LDNS IP address and DNAI.When UE’s special Application and UE’s location/DNAI is matched,  SMF performs ULCL/BP insert to serve UE’s service and instruct the Central-UPF to redirect DNS Query to UE with the corresponding LDNS IP address.Central UPF is configured with FQDNs of the serving EAS corresponding to each LDNS IP address and performs DNS URL detection when getting DNS query.

The initial PDU session is established and anchored at the central UPF. 

Because of the diversity of UE services, initialization access is preferred to central UPF.

The central UPF detects it’s a DNS request for some specific application which might be deployed in edge hosting environment, then holds the DNS request till getting the instruction from SMF. The detection is made by traffic filters. 
Central-UPF reports the detection result to SMF.

SMF gives instruction to central-UPF based on Central-UPF DNS URL detection and UE’s real time location, such as DNAI.
If UE is in some LDN, SMF decides to insert an uplink classifier (UL CL) and/or IPv6 multi-homing breakout point (thus additional PSA2) in the data plane for the UL/DL traffic. The decision is based on location of the UE and the matched edge application from Central-UPF detection. At the same time, SMF responses to the central-UPF with an indication to redirect the holding DNS query  with LDNS IP address corresponding to the UE exact location/DNAI.
If UE is not in any LDN, SMF responds to the central-UPF with an indication to release the traffic holding.

6a [conditional]. If step 5a is executed ,SMF decides to insert an uplink classifier (UL CL) and/or IPv6 multi-homing breakout point (thus additional PSA2) in the data plane for the UL/DL traffic and instruct Central-UPF to redirect the holding DNS query to UE.
6b [conditional]. If step 5b is executed, Central-UPF forwards the DNS Query to Central-DNS;

7b. [conditional]. If step 5b is executed, Central-DNS response UE with the corresponding AS IP address;

8b. [conditional]. If step 5b is executed, Application traffic data is transmitted between UE and the AS.

7a. [conditional]. If step 5a is executed, Central-UPF redirect DNS query to UE with the corresponding LDNS IP address.

Central-UPF is configured with FQDN and LDNS, which are one-to-one
8a. [conditional]. If step 5b is executed, UE initiates DNS query to LDNS based on the tunnel of E-UPF PSA2.
9a.[conditional]. If step 5b is executed, LDNS matches FQDN in DNS query with pre-configured information of its own table.

9aa.If LDNS matches successfully, LDNS responses EAS IP Address to UE;

9ab. If LDNS matches unsuccessfully, LDNS forwards the DNS query to the 3rd party dispatcher according to FQDN’s second matching  ((The first matching is for operator Scheduling scheme，the second matching is for how to disvover the corresponding 3rd party dispatcher IP address). 
LDNS is preconfigured with Operators‘ scheduling service FQDN and EAS IP Address，also the relationship between FQDN and the 3rd party dispatcher IP address for forwarding.
10aa.[conditional]. If step 9aa is executed, UE gets EAS IP address through DNS response from LDNS.

11aa.[conditional]. If step 9aa is executed, UE initiated the operators’ scheduling application. Application traffic data is transmitted between UE and the AS.

Here we can say that the above steps complete EAS discovery based on the operator scheduling scheme. 

10ab.[conditional]. If step 9ab is executed, LDNS acts as a proxy and forwards the DNS query to the 3rd party dispatcher.

11ab.[conditional]. If step 9ab is executed, dispatcher response the EAS IP address to LDNS;

12ab.[conditional]. If step 9ab is executed, LDNS forwards the EAS IP address to UE.

13ab .[conditional]. If step 9ab is executed, UE gets EAS IP address through LDNS response and initiates the 3rd party scheduling application. Application traffic data is transmitted between UE and the AS.

The different steps here constitute 3rd party scheduling scheme for EAS discovery. 

6.X.3
Impacts on Existing Nodes and Functionality

Impacts to Central UPF: The central-UPF need check DNS Query based on FQDN and hold on till SMF gives instruction. No impacts to other NFs, and UE.

* * * * End of Change * * * *
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